
Wherever business takes you

Are you cyber insurance complaint? There are several critical 

security measure that are required.

From assessment to implementation, we have the knowledge and 

solutions to secure the coverage you need - so you can focus on your 

business.

Cyber attacks and breaches are increasing, becoming more costly and damaging. Because of this, 

organizations have had to refocus their cyber security efforts to ensure compliance in order to qualify 

for cyber insurance. We are ready to help by reviewing your current practices and providing key 

recommendations based our in-depth experience assessing and managing cyber security risk.

Cyber security insurance 
compliance review

Backups
Regularly backup data 

to an ‘offline’ location 

outside your live 

environment with 

recoverability testing.

Multi-factor 

authentication
Use MFA for cloud 

email account access 

and for all remote 

access to your network.

Remote 

access
Mandatory VPN (Virtual 

Private Network) for 

remote access into your 

environment.

Cyber security     

awareness training
Regular training, 

including anti-phishing, 

to all who have access 

to your network or data.

Patching & maintenance
Implement critical patches 

and update systems, and do 

not use any unsupported/ 

“end of life” software.

Email security
You continuously scan 

incoming emails for 

malicious attachments 

and/or links.

Anti-virus
All your devices are 

protected with anti-virus, 

anti-malware, and/or 

endpoint protection 

software.



Ready to get started? 

Eugene Ng

Partner, Cyber Security Leader

eugene.ng@mnp.ca

905.2473.280

Wherever business takes you

Your complete compliance journey

Compliance 

review

Identify 

gaps

Solution

remediation

Ongoing 

IT support

Next steps

The 5 things we need to complete your review

1. Administrator access to your IT environment

2. 30 - 60 minutes with key stakeholders to interview and answer questionnaire/ad-hoc questions as required

3. Physical and remote access to the business (physical access may be necessary to perform the review)

4. Access to current IT provider (if applicable)

5. 30 - 60 minutes with key stakeholders to present findings and answer questions

Engagement overview

Activities • We will review your environment and confirm compliance with general cyber security 

requirements and best practices

• We will conduct a brief interview with key stakeholders and both a physical and remote 

review of your technology environment

• In the event of any non-compliance, we will provide remediation recommendations 

along with the cost to resolve the identified issues

Deliverables • After the review is completed, a detailed report is compiled that will identify if general 

requirements are met or if there are any gaps

Pricing • $1,500 (additional fees for multiple locations)

Our scalable team of expert advisors, problem solvers, and builders 

ensure you receive the specific skills and guidance you need to get 

the most out of your digital investments.

Want to learn more? Visit mnpdigital.ca
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